CMS

Wordpress

# mariadb -u root -p

>> CREATE DATABASE wordpress DEFAULT CHARACTER SET utf8 COLLATE utf8\_unicode\_ci;

>> GRANT ALL ON wordpress.\* TO 'wordpressuser'@'localhost' IDENTIFIED BY 'enter-strong-password';

>> FLUSH PRIVILEGES;

>> EXIT;

# dnf install php-curl php-gd php-intl php-mbstring php-soap php-xml php-xmlrpc php-zip

# systemctl restart httpd

# wget <https://wordpress.org/latest.tar.gz>

# tar xzvf latest.tar.gz

# cp /tmp/wordpress/wp-config-sample.php /tmp/wordpress/wp-config.php

# cp -a /tmp/wordpress/. /var/www/example.com

# chown -R www-data:www-data /var/www/example.com

# nano /etc/apache/conf.d/example.com.conf

<VirtualHost \*:80>

ServerName example.com

ServerAlias www.example.com

Redirect permanent / https://example.com/

</VirtualHost>

<VirtualHost \*:443>

ServerName example.com

ServerAlias www.example.com

Protocols h2 http:/1.1

<If "%{HTTP\_HOST} == 'www.example.com'">

Redirect permanent / https://example.com/

</If>

DirectoryIndex index.html index.php

DocumentRoot /var/www/example.com

ErrorLog ${APACHE\_LOG\_DIR}/example.com-error.log

CustomLog ${APACHE\_LOG\_DIR}/example.com-access.log combined

SSLEngine On

SSLCertificateFile /etc/letsencrypt/live/example.com/cert.pem

SSLCertificateKeyFile /etc/letsencrypt/live/example.com/privkey.pem

SSLCertificateChainFile /etc/letsencrypt/live/example.com/chain.pem

<Directory /var/www/example.com>

Options FollowSymLinks

AllowOverride All

Require all granted

</Directory>

</VirtualHost>

# systemctl restart httpd